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Evertec Group, LLC Transaction Processing 

EVO Payments, Inc. Transaction Processing 

First Data Buypass Transaction Processing 

First Data Corporation Transaction Processing 

Global Payments Direct, Inc. Transaction Processing 

Heartland Payment Systems, LLC. Transaction Processing 

Ingenico, Inc. Transaction Processing 

Integrapay Pty Ltd Transaction Processing 

Intuit Inc. Transaction Processing 

IPpay LLC Transaction Processing 

Mercadotecnia Ideas Y Tecnologia Transaction Processing 

Merchant Partners Transaction Processing 

Moneris Solutions Transaction Processing 

National Merchants Association Transaction Processing 

NCR Payment Solutions, LLC Transaction Processing 

NMI Transaction Processing 

Nuvei Technologies Transaction Processing 

Pay360 by Capita Transaction Processing 

Payment World Transaction Processing 

Paymentech, LLC. (Subsidiary of Chase) Transaction Processing 

Paynamics Technologies, Inc. Transaction Processing 

PayPal, Inc. Transaction Processing 

Paysafe Transaction Processing 

Payvision B.V. Transaction Processing 

Plug & Pay Technologies, Inc. Transaction Processing 

Processing.com LLC. Transaction Processing 

Propay Inc. Transaction Processing 

RS2 Smart Processing Transaction Processing 

SIA Transact Pro Transaction Processing 

Skrill Limited Transaction Processing 

TSYS International Transaction Processing 

US Alliance Group, Inc. Transaction Processing 

Valitor UK ltd Transaction Processing 

Vantiv Transaction Processing 

Vesta Corporation Transaction Processing 

Wirecard Processing LLC Transaction Processing 
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    8.5.1 – Not Applicable - NMI does not remotely access 

customer locations. 

Requirement 9: ☐ ☒ ☐ 9.5.1 - Not Applicable - NMI does not maintain offsite 

storage locations. 

9.6.2 - Not Applicable - No media is sent off site. 

9.6.3 - Not Applicable - No media is sent off site. 

9.7 - Not Applicable - No media is sent off site. 

9.7.1 - Not Applicable - No media is sent off site. 

9.9 - Not Applicable - No terminals are in scope for this 

assessment. 

9.9.1 - Not Applicable - No terminals are in scope for this 

assessment. 

9.9.2 - Not Applicable - No terminals are in scope for this 

assessment. 

9.9.3 - Not Applicable - No terminals are in scope for this 

assessment. 

Requirement 10: ☒ ☐ ☐ 
 

Requirement 11: ☐ ☒ ☐ 11.1.1 – Not Applicable - No wireless AP are used within 

the enclave.11.2.3 - Not Applicable – No significate 

changes noted during the assessment. 

Requirement 12: ☒ ☐ ☐ 
 

Appendix A1: ☐ ☐ ☒ All - Not Applicable – Not a shared hosting provider. 

Appendix A2: ☐ ☐ ☒ All - Not Applicable – No insecure protocols or service. 
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within the transaction message. 






